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INTRODUCTION

Winsock RCP32.DLL isaMicrosoft Win32 Dynamic Link Library (DLL) that provides a Windows Sockets
compatible function that allows you to copy files over TCP/IP using the rcp protocol. Y ou can copy filesfroma
Windows PC to aremote host, from the remote host to your PC, or between two remote hosts.

Winsock RCP32.DLL provides most of the services of the rcp command found on many Unix systems, including
recursive copies. It also includesthe ability to convert text files to the appropriate format for Unix or Windows.

The remote host must be a system running a Remote Shell Daemon (rshd) service that supports rcp, such asa
Unix system or a PC running Denicomp Systems Winsock RSHD/95 or Winsock RSHD/NT.

REQUIREMENTS

Winsock RCP32.DLL requiresaPC running any 32-bit Windows operating system, such as Windows
NT/2000/XP/2003 or Windows 95/98/ME or any other Windows operating system that supports 32-bit Windows
DLL’s, aconnection viaTCP/IP to aremote host running rshd, and any programming language that supports calls
to 32-bit DLL functions, such asC and Visual Basic.

INSTALLATION

Toinstall Winsock RCP32.DLL from aCD-ROM, insert the CD and wait for the installer window to appear. If you
do not see it appear within several seconds, browse the CD and double click on the SETUPfile.

Specify the directory where you want to install thefiles. After installation, to develop and run applications, you
will need to copy thefile RCP32.DLL to adirectory in your PATH environment variable, the same directory as
your executable, or your Windows directory (usually \WINNT or \WINDOWS) or Windows System directory
(such as\WINNT\SYSTEM32).

Thedirectory you selected will contain the file RCP32.L1B, whichistheimport library for RCP32.DLL. C
programmers can link thisfile to your programsto use RCP32.DLL. You may move thisfileto the directory
containing your other C librariesif you wish.

Thisdirectory will also contain the filesRCP32.H and RCPERRS.H, which are C header files containing the
function declarations for Winsock RCP32.DLL and constants that define error values returned. C programmers
will “#include” these filesin programs. Y ou may move these filesto adirectory your compiler searches for header
filesif you wish.

If you are using Microsoft C++, you will need to enclose the #include of RCP32.H within an _extern “C” { } block.

DISTRIBUTION

Winsock RCP32.DLL islicensed per developer. That is, each developer (programmer) that uses it to develop
applications must have alicense for their system. Y ou may distribute the RCP32.DLL file with your application
that uses it royalty-free to end-users of your application if you have the appropriate devel oper license(s). You
may distribute the RCP32.DLL file only with your application.
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Note that per the license agreement, you may not distribute RCP32.DLL royalty-freeif your programissimply a
command line interface to RCP32.DLL or provides the end user with an Application Programmable Interface (API)
into RCP32.DLL.

SAMPLE APPLICATION

The Winsock RCP32.DLL distribution includes two sample programs: VRCP, which is an interactive Visual Basic
sample program, and CRCP, which is an example program written using Microsoft Visual C/C++.

To view the Visual Basic example, load the file VRCP.MAK with Visua Basic.
The CRCP Makefile for the example C program is named CRCP.MAK. Itisset up tolook inthe current directory
for the RCP32.H and RCP32.LIB files. Y ou must modify it if you have moved thesefiles. To compile the example
program using Microsoft Visual C/C++, type the following at a Command Prompt:

NMAKE /F CRCP.MAK CRCP.EXE

The executable version of this example program is also included, so you do not need to compileit if you prefer.

Once compiled, the program functions as a scaled down RCP command. Itisa"console" program and its
command line syntax is:

CRCP [-r][-a][-c][-h] sour ce dest

Where:

-r Recursively copy "source" to "dest". Copiesall filesand subdirectoriesin "source" to "dest".
"dest" must be a directory.

-a Perform ASCII end-of-line conversions. Otherwise, contents of files are not modified.

-C Preserve the case of filenames when using wildcards or recursive copies. Otherwise, names are
converted to lowercase characters. When copying individual files, the case specified on the
command lineis used.

-h When using wildcards or -r, normally hidden files are not copied. If you specify -h, hidden fileswill
be copied.

-S If afilename contains spaces, an underscore (_) will be substituted for each space in the destination
filename on the remote host.

Do not combine command line options; separate each with aspace. For example, use"-r -c", not " -rc".

The"source" and "dest" parameters either specify afile or directory on the local system or afile or directory ona
remote host. At least one of these must specify aremote host.

When specifying afile/directory on aremote host, the "source" and/or "dest" parameters must bein the
following format:

[user@]host:file or [user@]host:directory

Wildcards may be used. However, only one source and one destination can be specified. That is, you cannot
specify multiple source files by separating the names with spaces as you can with the standard RCP command.

Licensing Note: CRCPisincluded as asample only. The Winsock RCP32.DLL license does not permit royalty-
free distribution of the DLL if your program is simply acommand lineinterfaceinto RCP32.DLL.
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FUNCTION DESCRIPTIONS

FUNCTION: WinsockRCP

C:

i nt W nsockRCP(HWND hwndPar ent ,
char *IpTitle,
char *1pSrc,
char *| pDest,

i nt iRecurFl ag,
int iAsciiFlag,

i nt i Consol eFl ag,
i nt i CaseFl ag,

i nt i Hi ddenFl ag,
i nt i SpaceChar)

Visual Basic:

Decl are Function WnsockRCP Lib "RCP32.DLL"

(Byval hwhdParent As Long,

ByVal |pTitle As String,

Byval |pSrc As String,

ByVal | pDest As String,

ByVal i RecurFlag As Long,

ByVal i AsciiFlag As Long,

ByVal i Consol eFl ag As Long,

ByVal i CaseFl ag As Long,

ByVal i Hi ddenFlag As Long,

ByVal i SpaceChar As Long) As Long

Usage
The WinsockRCP function copies the Source (IpSrc) to the Destination (IpDest). The Source and Destinations
are file specifications that can include a user name, a host name, and a file name, which may include wildcard

characters, such as* and ?.

If any errors occur during the transfer, they will be displayed in standard Windows message boxes as they occur.
See the WinsockRCP2 function if you wish to handle error messagesin your program.

Parameters

hwndParent: The handle (HWND) of awindow in your application. The WinsockRCP function may
produce diagnostic error messages using the Windows MessageBox function. Thisis used
to specify the "parent” window to the MessageBox function. It may be NULL.

Note: If your program is Windows consol e application, you should specify NULL for this
parameter and see the iConsoleFlag parameter for details about displaying error messages to
the Console window.

IpTitle: Thetitle of your application or some other title. If any error messages are displayed using
the Windows MessageBox function, thiswill be used asthe title of the message box.
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IpSrc:

Thefileor directory to copy. See below for the format.

IpDest:

The destination of thefile(s). See below for the format.

iRecurFlag:

Specifies how directories should be copied. The options are:

0 - Directorieswill not be copied. If you attempt to copy adirectory, you will
receive an error message. Thisoccursif you explicitly try to copy adirectory by
specifying its name or directory names are matched by the wildcard pattern you
specify. If you specify awildcard pattern that matches both files and directories,
thefileswill be copied, but you will receive an error message for each directory
matched.

1 - Directories will be recursively copied. If you explicitly copy adirectory by
specifying its name, al filesin that directory and thefilesin all subdirectories of that
directory will be copied. The directory structure will be recreated on the destination
system. If you specify awildcard pattern, all directories matching that pattern will
be recursively copied in addition to any matching files.

-1 - Specifying -1 (negative one) will not recursively copy directories, but it will
suppress any error messages if your wildcard pattern matches directories. That is,
your wildcard pattern will match only files, not directories. Thisissimilar to
specifying O (zero), but you will not receive error messages if you attempt to copy
directories.

iAsciiFlag:

Specifies whether or not the copy should convert the file to the proper text file format. If the
fileisbeing copied to aremote host, CR/NL (ASCII 13/10) combinations are replaced with
oneNL (ASCII 10). If thefileisbeing copied fromaremote host, NL's are replaced by CR/NL
combinations. Useavalue of Oif the files are not to be converted or avaue of 1 if they areto
be converted.

iConsoleFlag:

i Specifies whether or not your application isaWindows console application. If you specify
avalue of 0, error messages will be displayed in standard Windows message boxes. If you
specify avalue of 1, error messages will be displayed to the console window using the
"printf" function.

iCaseFlag:

Specifies whether or not the case of filenamesis preserved when performing recursive copies
or using wildcards.

This affects recursive and wildcard copiesonly. If you use a specific, individual filename, the
case you use will be preserved.

Windows filenames can be stored using mixed case characters, even though the filesystemis
not case sensitive. For example, "ABC" and "abc" represent the samefile. However, the
directory entry is displayed in the case you used when the file was created.

If you specify avalue of 0, the case of filenameswill not be preserved. All filenameswill be
converted to lower case characters as they are received from or sent to the host.

If you specify avalue of 1, the case of filenamesis preserved. Filenameswill be created on
the local system in the same case as they existed on the remote host. Likewise, filenames on
the local system will be created in the same case on the remote host as they appear in the
directory on thelocal system.

iHiddenFlag:

Specifies whether or not fileswith the "hidden" attribute are copied when doing recursive
copies or using wildcards. A value of 0 means hidden fileswill not be copied; avalue of 1
means hidden fileswill be copied.
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iSpaceChar: Allows you to substitute a character for space characters (ASCII 32) in filenames.

If you specify avalue of 0, filenames are sent to the remote host exactly as they appear on
the local system.

However, some systems cannot easily handle filenames with embedded spaces. If you pass
acharacter in this parameter (as an integer value), that character will be substituted in each
filename on the remote host for each space.
For example, if you pass an underscore () in this parameter, the filename:

"this is a file.txt"

will be created on the remote host as:

"this_is_a file.txt"

Sour ce and Destination Specifications

Both the IpSrc and |pDest parameters must be of the following format:

[[User @][Host:]I{File| Dir}

User@
(optional) Specifiesthe user nameto be used at the remote host. If this prefixesthe Host: parameter,
this user name overrides the user name obtained from the local system when it is sent to the rshd.

Specifying a Different L ocal and Remote User

The rcp transfers normally occur through the rshd protocol. Thersh protocol allowstwo user logins to
be sent to the server: a“local” user and a“remote” user. The standard Unix rshd validates access for
both users, but accessesfilesin the security context of the “remote” user.

When you use the User @ construct in the file specification, it sends“User” as both the local and remote
users. If you wish to send different usersfor the local and remote users for the rsh protocol, specify
them in the format localuser! remoteuser @. That is, separate them with an exclamation point (!) and
RCP32.DLL will send the two different users.

Using the Remote Exec Daemon

Normally, rcp operates through the Remote Shell Daemon (rshd) on the server. However, with some
systems (most Unix systems and Denicomp’s Winsock REXECD/NT), you can have the rcp operate
through the Remote Exec Daemon (rexecd). The differenceis that the Remote Exec Daemon requires you
to specify a password for each connection.

If you want to use the rexec protocol for the rcp, you can do it with function calls (explained later — see
the WinsockRCPSetl ntOption function) or you can do it by specifying the user namein the source or
destination in the format user/password@. That is, separate the user and the password with aslash (/).
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When the RCP32.DLL functions see the slash as part of the user name, it switches to using the rexec
protocol and sends the user and password as you specified them.

Host
Specifies the TCP/IP host name of the remote host when referring to files on the remote host. This host
must be a system running the rshd service. It may be an IP address instead of a host name.

NOTE: Do not use a host name when referencing files on thelocal system. If you do, RCP32.DLL will
expect that the local system isrunning a Remote Shell Daemon and may have other ramifications. Even if
thelocal system isrunning anrshd, referring to local files thisway ismuch less efficient and may not
even work, depending on the setup of the local system. (Seethe note below about specifying the host
in both the source and destination).

File
Specifies the file name of the source or destination file. Y ou may use wildcard charactersto copy
multiple source files.

Dir
Specifies the file name of the source or destination directory. The source may be adirectory only if you

are using the recursive copy option. The destination must be adirectory if you are copying multiple files
or copying recursively.

Specifying a Host for Both Sour ce and Destination

If you specify a host name for both the source and destination filenames, the rcp standard (the Unix rcp and
RCP32.DLL) istotreat it asa“passthrough” rcp. That is, rcp simply passes through the rcp command to the
source system and tellsit to perform the rcp. It does this using the rsh protocol

This can cause problemsif the source system does not have an rcp command (or it is non-standard) or is not
running a Remote Shell Daemon.

For example, if you specify:

Source: systemA:/tenp/filel.txt
Destination: systenmB: /tenp/file2. txt

Internally, RCP32.DLL executes anrsh command likethis:

rsh systemA “rcp /tenmp/filel.txt systenB:/tenp/file2.txt”
Theresult of thisiswhat is expected - /temp/filel.txt is copied from systemA to systemB. However, if systemA is
not running a Remote Shell Daemon or the rcp command does not exist on SystemA or it has non-standard
syntax, this may fail.
It isfor thisreason that you should never refer to local fileswith ahost name if you cannot guarantee that the

local system isrunning a compatible Remote Shell Daemon. (It isaso much less efficient because it generates
two network connections.)
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Return Value

If WinsockRCP successfully copies all specified files, it will return a positive value that denotes the total number
of files copied. Note that this number includes only individual files copied, not directory names created through
recursive copies.

However, if you copy files between two remote hosts (you specify a host name in the source and destination,
resulting in no files copied to or from the local PC), a success will return zer o, not the number of files copied.

If WinsockRCP is not successful, it will return a negative number indicating the last error that occurred. A list of
these error numbersis provided later. Notethat if multiplefiles are to be copied, it will return anegative valueif
an error occurs onany of the transfers. WinsockRCP may have successfully copied files prior to the error and
depending on the problem, may continue to copy the remaining files. If you are copying multiple files, the RCP
protocol does not stop copying files when an error occurs unlessit is anetwork error.

Notes:
A Host: must be specified for either the IpSrc or |pDest parameters, or both.

If afull directory path is not specified for aremote host, the path begins at the user's home directory. That is, if
thefile/directory name specified after the Host: parameter does not begin with aslash (/), it is assumed to
reference afile/directory in the user's home directory.

For example, thefile "joe@remhost:file.txt" refersto thefile "file.txt" in the home directory of the user "joe" on the
host "remhost”. The method of determining the “home directory” iswith the Remote Shell Daemon and/or
operating system at the other end of the connection.

Filenames may contain either slashes (/) or backslashes (\) as directory separators, for either the host
file/directory or file/directories on the PC. They will be converted to the appropriate separator.

Y ou can copy multiplefiles by using wildcard characters, such as* or ?. The wildcard capabilities are determined
by the operating system running where the source files are located. For example, if you are copying filesfrom a
Unix host, you can use any of the wildcard options available on Unix to match the filenames. If the source of the
filesisthe PC, you are limited to the wildcard options available in Windows.

ThelpSrc and IpDest parameters may include only onefile specification each. That is, you cannot specify
multiple source files by separating them with spaces as you can with the rcp command. To copy multiple
individual filenames (that cannot be specified using wildcards or using a recursive copy), you must call
WinsockRCP for each file or use the WinsockArrRCP or WinsockArrRCP2 functions.

If you copy multiple source files with wildcard characters, the destination the destination must be adirectory.

Note that a colon (:) terminates the host name. This causes a problem when filenames on the PC require adrive
letter (for example, A:). If afile name specification begins with one character between A and Z and is followed by
acolon (:), WinsockRCP will interpret thisas adrive letter instead of ahost name. This means that WinsockRCP
cannot handle one character host names.

The destination cannot contain only a drive specification (for example,. A:). It must also include afilename or a

directory name. If the destination isthe current directory onthedrive, use"." (for example,. A:.).
Using the A SCII conversion option to transfer files to the remote host will slow the copy operation somewhat

because it must read each filetwice. It readsthe file once to calculate the new translated file size, then reads it
again to transfer the data. Thisis because the RCP protocol requires that the exact file size be transmitted before

-8-
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the actual datain thefileis sent. Without the conversion option, the file size can be found by examining thefile's
directory entry, but with the conversion option, the file's contents must be examined to determine the size after
CR/NL combinations are replaced with NL.

The ASCII conversion option will aso slow Winsock RCP when transferring filesfrom the remote host, but only
slightly, because it must examine the data and translate it before writing it to the file.
If transmission speed iscritical, consider using utilitiesto translate the text files after they are transferred.

Security

Thelocal user name determines the file access privilegesWinsockRCP uses at the remote host. This name also
determines the ownership and access modes of the destination file or files.

If you specify auser name in either the source or destination filenames using the * user@host” construct, that
name will be used at the remote host.

If no user is specified for the source or destination along with the host name, the current Windows user is used.
Thisisthe user name you used when logging in to Windows. For example, if you logged in to Windows as the

user “fred”, WinsockRCP will use“fred” asthe user name at the remote host. WinsockRCP will always convert
thisnameto all lowercase characters.

RCP32.DLL providestwo methods for overriding the user it uses when no user is specified in the source or
destination parameters, if you do not want RCP32.DLL to use the current Windows login.

The first method isto use the WinsockRCPSetStrOption call to set the “User” option to the desired remote user.
Thisfunction is described in more detail in its own section later. Y our program would needto implement a
method for determining the appropriate user to specify in thiscall.

The second method isto have RCP32.DLL get the user override from the file WIN.INI in the Windows directory
(e.g. \WINNT or \WINDOWS) for an alternate user name.

If WINL.INI contains a section named [RCP] and contains an entry named User in that section, the name specified
there will be used asthe local user name. For example, WIN.INI might contain:

[ RCP]
User =j oe

If this appeared in WIN.INI, the local user name would be “joe” and WinsockRCP would use this name at the
remote host.

To support multiple users, WinsockRCP will also ook for a section named [RCP-user] in WIN.INI first for an
alternate user name, where the "user" in the section name is the name used tolog in to Windows. WinsockRCP
will look at this section first; if it does not exist, it will then look at the [RCP] section.

For example, if "MaryJones' and "JohnSmith" are both users on the Windows PC, but their user names at the
remote host are "mary" and "joe" respectively, WIN.INI might look like this:

[ RCP- JohnSmi t h]
User =j ohn

[ RCP- Mar yJones]
User =mary
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When the Windows user "JohnSmith" runs a program using WinsockRCP, "john" will be used at the remote
host. When the Windows user "MaryJones' runs the program, "mary" will be used instead.

Unix Security

If the remote host is running the Unix operating system, it allows access through WinsockRCP if one of the
following conditionsis satisfied:

?? The Unix system can obtain aname for the I P address of the system calling WinsockRCP.
?? That nameislisted as an equivalent host in the /etc/hosts.equiv file on the remote host.

?? If thenameisnot in the /etc/hosts.equiv file, the user's home directory on the remote host must
contain a.rhostsfile that lists the name that name.

?? If the.rhostsfileisused, it must be owned by either the user specified or "root", and only the
owner should have read and write access. That is, it must have permissions of 0600.

These rules are determined by the Remote Shell Daemon (rshd), not Winsock RCP32.DLL. If the source or
destination system is not a Unix system, the rshd on that system may have other rules and requirements.

Example

The CRCP program included with the distribution shows a full working example of the WinsockRCP2() function
cal. Itissimilar to the WinsockRCP() function call illustrated here:

/1l This exanple copies the file "systemdoc” in the user tom s hone
/1 directory on the host "remhost"” to the directory "\doc" on the PC

int result;
char *rtitle = "Wnsock RCP32. DLL Sanpl e";
char *src = "tom@ emhost: system doc”
char *dest = "/doc"
result = WnsockRCP(NULL, rtitle,src,dest,0,0,1,0,0,0);
if (result < 0)
MessageBox( NULL, "Renot e Copy Was Not Successful ", rtitle, MB_OK);

el se
MessageBox( NULL, "Renot e Copy Was Successful ", rtitle, MB_OK);

-10-
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FUNCTION: WinsockRCP2

C:

int WnsockRCP2 (char *IpSrc,

Visual Basic:

char *I| pDest,

i nt i RecurFl ag,
int iAsciiFlag,
i nt i CaseFl ag,

i nt i Hi ddenFl ag,
i nt i SpaceChar,
char *| pErrMsg,
int iErrLen)

Decl are Function W nsockRCP2 Lib "RCP32.DLL"

(ByVval
By Val
By Val
By Val
By Val
By Val
By Val
By Val
By Val

Usage

| pSrc As String,

| pDest As String,

i Recur Fl ag As Long,

i Ascii Fl ag As Long,

i CaseFl ag As Long,

i H ddenFl ag As Long,

i SpaceChar As Long,

| pErrMsg As String,

i ErrLen As Long) As Long

The WinsockRCP2 function performs the same function as the WinsockRCP function, but does not display error
messages in Windows message boxes or to a console window. Instead, it returnsthe error messagesin the area
you provide. Y ou can then display them, ignore them, or process them as you require.

Parameters

IpSrc Thefile or directory to copy. See WinsockRCP for details.

IpDest The destination of thefile(s). See WinsockRCP for details.

iRecurFlag Specifies how directories should be copied. See WinsockRCP for details.

iAsciiFlag Specifies whether or not the copy should convert the file to the proper text file format. See
WinsockRCP for details.

iCaseFlag Specifies whether or not the case of filenameswill be preserved in recursive or wildcard
copiesto aremote host. See WinsockRCP for details.

iHiddenFlag Specifies whether or not hidden fileswill be copied. See WinsockRCP for details.

iSpaceChar Allows you to substitute a character for space charactersin filenames. See WinsockRCP for
details.

IpErrMsg A pointer to an area of memory where any error messages generated during the copy can be
stored. It cannot be NULL. Thisisexplained in more detail |ater.

iErrLen Thetotal sizein bytesof ErrMsg. This must be greater than or equal to 1.
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This function operates in the same manner asWinsockRCP, but if any errors occur during the transfer, the error
messages will be accumulated inlpErrMsg. Unlike WinsockRCP, they will not be displayed in message boxes or
to a Console window. When the function returns, if the return value is negative, the text of any error messages
will be stored inlpErrMsg.

Note that multiple errors can occur, since the RCP protocol does not necessarily stop transferring files on certain
errors. If multiple errors do occur, each error message will be stored inlpErrMsg and they will be separated by
newline characters (ASCII 10). Hence, IpErrMsg will be suitable for use with the Windows M essageBox function
if you desire.

For example, if you are copying a number of files and you receive two “ Permission denied” errors, IpErrMsg may
contain (using C notation): “Permission denied\nPermission denied” where “\n” isthe newline character.

IpErrMsg should be large enough to hold at |east afew error messages. WinsockRCP2 will not exceed the size
of IpErrMsg as specified by the iErrLen parameter. If the areais not large enough to hold an error message, it
will not be stored. It ispossiblethat the text of al error messages will not be stored inlpErrMsg if alarge number
of errors occur.

Thesize of IpErrMsg (and the value specified for iErrLen) must be greater than zero. If you specify avery small
valuefor iErrLen, no error text will ever be stored inlpErrMsg since no message will fit, but return values will
still be negativeif errors occur.

Declaring WinsockRCP2 in Other Languages

If you are using alanguage other than C and Visual Basic, please keep in mind that the area of memory pointed to
by the IpErrMsg parameter in the WinsockRCP2 function call is modified by the DLL.

Be sure when creating declarationsin your language for the RCP32.DL L functions that you keep thisin mind.
Some languages require that you specify which parameters passed to DLL'swill be modified and should be

passed as a pointer, not as a copy of the variable value in the program. Y ou may receive errorsif you do not do
this.

Using WinsockRCP2 in Languages with Dynamically Allocated Strings

For those using languages with dynamically allocated strings, such as Visual Basic, you must allocate space in
the IpErrMsg parameter before calling WinsockRCP2. Y our program will most likely abort if you do not.

Normally, when you declare a string in one of these languages, no memory is allocated for the variable until you
storedatainit. If you attempt to use the string variable without filling it with some value to force the language to
allocate memory for it, the pointer passed may not be valid.

In Visual Basic, thisis normally done with the String$ function. For example:

Dimensg As String

ensg = String$(256, Chr$(0))
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Thiswill store 256 Chr$(0) values (the null character) in the emsg variable. Thiswill force Visual Basic to alocate
256 bytes of memory for emsg. When you passemsg to WinsockRCP2, there will be 256 bytes available to store
€rror messages.

In Powerbuilder, thisis normally done with the Space function:
String emsg
ensg = Space(256)

Thiswill fill the emsg variable with 256 spaces, and therefore allocate 256 bytes for the variable.

Return Value

If WinsockRCP2 successfully copies all specified files, it will return a positive value that denotes the total
number of files copied. Note that this number includes only individual files copied, not directory names created
through recursive copies.

However, if you copy files between two remote hosts (you specify a host namein the source and destination,
resulting in no files copied to or from the local PC), a success will return zer o, not the number of files copied.

If WinsockRCP2 is not successful, it will return a negative number indicating the last error that occurred. A list
of these error numbersis provided later. Notethat if multiplefiles areto be copied, it will return anegative valueif
an error occurs on any of the transfers. WinsockRCP2 may have successfully copied files prior to the error and
depending on the problem, may continue to copy the remaining files. If youare copying multiple files, the RCP
protocol does not stop copying files when an error occurs unlessit isanetwork error.

Example

For afull working example of the WinsockRCP2 function in C, see the CRCP program included in the distribution.

/1 This exanple copies the file "systemdoc" in the user tom s home
/1 directory on the host "remhost" to the directory "\doc" on the PC

/1 1f any error occurs, we will display it.
int result;

char *src = "tom@ emhost: system doc"

char *dest = "/doc"

char errmsg[ 256];
result = WnsockRCP2(rtitle,src,dest,0,0,0,0,0,errnsg, sizeof (errmsg));

if (result < 0)
MessageBox( NULL, errnsg, "RCP Error!", MB_OK);
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FUNCTION: WinsockArrRCP
C:

i nt WnsockArr RCP (HWND hwndPar ent ,
char *IpTitle,
char **| pArgArr,
i nt i ArgCount,

i nt i RecurFl ag,
int iAsciiFlag,

i nt i Consol eFl ag,
i nt i CaseFl ag,

i nt i Hi ddenFl ag,
i nt i SpaceChar)

Usage
The WinsockArrRCP function is similar to the WinsockRCP function, but accepts a vector (array) of strings
containing the source and destination filenames. Thisallows you to copy multiple source files/directoriesin a

single call when the files cannot be named using a single wildcard pattern or recursive copy.

Any errorsthat occur are displayed in standard Windows message boxes or to the console window. Seethe
WinsockArrRCP2 function if you wish to handle the displaying of error messages within your program.

The stringsin the array should be filenames of the format:
[[User @][Host:]1{File| Dir}
Thelast string in the array will be considered the destination.

The array must contain at |east two strings (a source and a destination).

Parameters

The parameters to the WinsockArrRCP function are the same as those passed to the WinsockRCP function,
except for the |pSrc and |pDest parameters.

WinsockArrRCP substitutes the following parameters for IpSrc and I pDest:

IpArgArr Pointer to an array of strings. Thisarray must contain two or more strings. Thelast string in
the array will be considered the destination of the copy.

iArgCount The number of stringsin thearray. Thisisanumber greater than or equal to two (2).

Notes

The same rules for WinsockRCP apply to thisfunction. Refer to that section. However, here are afew important
points:
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A Host: must be specified for either the source files/directories or the destination file/directory (or both). The
destination isalwaysthe last string in the array.

If you copy multiple source files, the destination the destination must be adirectory.

Important Note:

The WinsockArrRCP2 function may modify the valuesin the array of strings passed to it. To avoid confusion
and problems with directory separator differences between operating systems, WinsockArrRCP2 will convert all
backslashes (\) that appear in the array of stringsto slashes (/). After the WinsockArrRCP2 completes, the array
of stringswill be changed in your program if it contained any backslashes.

If you require that the strings be maintained in their original form, make a copy of the array and pass the copy to
WinsockArrRCP2.

Example

/1 This exanple copies the files "plan.xls" and "bills.xlIs" in the
/1 current directory to the "/u/hold" directory on the "unix" system

int result;

char *rtitle
char *args[]

"W nsock RCP32.DLL Sanple";
{ "plan.xls", "bills.xlIs", "unix:/u/hold" };

result = WnsockArr RCP(NULL, rtitle,args,3,0,0,1,0,0,0);
if (result < 0)
MessageBox( NULL, "Renot e Copy Was Not Successful ", rtitle, MB_OK);

el se
MessageBox( NULL, "Renot e Copy Was Successful ", rtitle, MB_OK);
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FUNCTION: WinsockArrRCP2
C:

i nt WnsockArrRCP2 (char **| pArgArr,
i nt i ArgCount,
nt i RecurFl ag,
nt i AsciiFlag,
nt i CaseFl ag,
nt i H ddenFl ag,
nt i SpaceChar,
char *ErrMsg,
int iErrLen)

Usage

The WinsockArrRCP2 function is similar to the WinsockRCP2 function, but accepts an array of strings
containing the source and destination filenames.

Thisallows you to copy multiple source files/directoriesin asingle call when the files cannot be named using a
single wildcard pattern.

This functionis similar to the WinsockArrRCP function, but does not display error messages in Windows
message boxes or to the Console window. Instead, it returnsthe error messagesin the areayou provide. You can
then display them, ignore them, or process them as you require.
The stringsin the array should be filenames of the format:

[[User @][Host:]]{File| Dir}

Thelast string in the array will be considered the destination.

The array must contain at |east two strings (a source and a destination).

Parameters

The parameters to the WinsockArrRCP2 function are the same as those passed to the WinsockRCP2 function,
except for the IpSrc and IpDest parameters.

WinsockArrRCP2 substitutes the following parameters for [pSrc and |pDest:

IpArgArr Pointer to an array of strings. Thisarray must contain two or more strings. Thelast string in the
array will be considered the destination of the copy.

iArgCount The number of stringsin the array. This must be greater than or equal to two (2).

Notes:

The same rulesfor WinsockRCP2 apply to thisfunction. Refer to that section. However, here are afew
important points;
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A Host: must be specified for either the source files/directories or the destination file/directory (or both). The
destination is alwaysthe last string in the array.

If you copy multiple source files, the destination the destination must be adirectory.

Important Note:

The WinsockArrRCP2 function may modify the valuesin the array of strings passed to it. To avoid confusion
and problems with directory separator differences between operating systems, WinsockArrRCP2 will convert all
backslashes (\) that appear in the array of stringsto slashes (/). After the WinsockArrRCP2 completes, the array
of strings will be changed in your program if it contained any backslashes.

If you require that the strings be maintained in their original form, make a copy of the array and pass the copy to
WinsockArrRCP2.

Example

/1 In this exanple, we will sinply use the standard conmand |ine argunents
/1 (argv[]) and pass them through to the WnsockArrRCP2 function. If you
/1 modify the CRCP exanple programincluded with this package to do this
/1 you will be able to specify nultiple source files on the conmand I|ine.
/1 If any error occurs, we will display it.

mai n(int argc, char **argv)

{
int result;
char errmsg[ 256];
/1 Skip argv[0] - that's the program nane!
result = W nsockArrRCP2( &argv[1],argc-1,0,0,0,0,0,errnsg,
si zeof (errmsg));
if (result < 0)
MessageBox( NULL, errnsg, "RCP Error!", MB_OK);
}
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FUNCTION: WinsockRCPSetIntOption

C:

i nt WnsockRCPSet | nt Option (char *| pOpti onNane,

Visual Basic:

int i OptionVal ue)

Decl are Function W nsockRCPSet | nt Option Lib "RCP32.DLL"

(ByVval
By Val

Usage

| pOpti onNanme As String,
i OptionValue As Long) As Long

The WinsockRCPSetl ntOption function sets options that affect the operation of the Winsock RCP32.DLL
functions. Thisfunction isused when setting options that take an integer value.

Parameters

IpOptionName

Thisisastring indicating the option to be set.

iOptionValue

Thisisthe value to associate with the option.

Options Available

Debug

Specify anon-zero value to turn on the RCP32.DLL trace and O to turn it off. Thishasno
effect if you do not also set the DebugFile option using the WinsockRCPSetStrOption to
specify afilename. Currently, the valuesavailable or 1, 2, 3, and 4. Each gives anincreasing
amount of trace detail. A value of 4 causes a byte-by-byte dump of the data received or send
viarcp to be recorded in the trace file, so thefile can become very large. Default value: 0

ConnTimeout

Specify the number of seconds RCP32.DLL will wait to establish aconnection to the server.
If the connection is not established within that amount of time, the rcp function will return
with an error. Default value: 60

RecvTimeout

Specify the number of seconds RCP32.DLL will wait to receive ablock of datafrom the server
during an rcp copy. If no dataisreceived during thistime, the rcp function will return with an
error. Default value: 60

SendTimeout

Specify the number of seconds RCP32.DLL will wait for ablock of datato be sent to the
server. Default value: 60

RetryError

Set to the value of a Windows Sockets error number. If that error occurs when connecting to
the server, it will retry the connection again, up to the number of times specified by the
RetryCount option. Default value: 0

RetryCount

Set to the number of times you want RCP32.DLL to retry connecting to the server when one
of the following TCP/IP errors occur: Addressin use, Connection refused, Connection
shutdown, Connection timed out, or the error number specified in the RetryError option.
Default value: 1

NoProbe

Whenthisisset to 1, RCP32.DLL does not probe for an unused local port number to use for
the connection to the Remote Shell Daemon. Instead, it records the last local port used by
each call and uses the next lower port number for the next connection. Thishelpsto solvea
“connection timeout” error that can occur on some networks, but adds a small overhead for
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each connection. Default value: 0

UseRexec Set to 1 to use the Remote Exec Daemon (rexecd) on the server instead of the Remote Shell
Daemon. Whenthisissetto 1, it automatically setsthe port number to use to 512 (the
standard rexec port) and will look for the password in the source or destination specification
or the Password option set using the WinsockRCPSetStrOption. The rexecd requires a
password to be specified to complete the connection. Default value: 0

Port Specify the port number to be used to connect to the server. The default is 514, whichisthe
standard port for the Remote Shell Daemon. Y ou can set thisto 512 if you wish to execute
the rcp through the Remote Exec Daemon (rexecd), but you must specify a password, either
in the source or destination specification or using the Password option using the
WinsockRCPSetStrOption.

BlockSize Specifiesthe block size that the rcp functions will use to read and write data to files and send
and receive datafrom the network. Deafult value: 4096
Blocking Uses Winsock blocking callswhen set to 1. Thiswill disable the ability to specify

connection/send/receive timeouts. Default value: 0

Return Value
The WinsockRCPSetl ntOption function normally returnsavalue of 0. However, it will return avalue of —1 if you

overflow theinternal table used to store options. This should never occur if you do not passinvalid option
names to the function.

FUNCTION: WinsockRCPSetStrOption
C:

int WnsockRCPSet StrOption (char *I pOpti onNane,
char *| pOptionVal ue)

Visual Basic:

Decl are Function W nsockRCPSet StrOption Lib "RCP32. DLL"
(ByVval | pOptionName As String,
ByVal | pOptionValue As String) As Long

Usage
The WinsockRCPSetStr Option function sets options that affect the operation of the Winsock RCP32.DLL
functions. Thisfunction isused when setting options that take a string value. The string may have alength of

up to 128 bytes.

Parameters

IpOptionName Thisisastring indicating the option to be set.

IpOptionValue Thisisthe valueto associate with the option.
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Options Available

DebugFile Specify the filename to hold trace output. Thisis used in conjunction with the Debug integer
option. See the description of the Debug option for more details.
User Use this to specify the user to send to the remote host for the rcp connection. Thisisused

when the user is not specified in the source or destination file specification, to override the
current Windows user.

Password When the integer option UseRexec is set to 1, you can use this option to specify the
password to be sent to the Remote Exec Daemon server for the user’slogin.

Return Value

The WinsockRCPSetl ntOption function normally returns avalue of 0. However, it will return avalue of —1 if you
overflow theinternal table used to store options. This should never occur if you do not passinvalid option
names to the function.

Example

/1l This exanple copies the file "systemdoc” in the user tom s hone

/1 directory on the host "remhost"” to the directory "\doc" on the PC

[l 1f any error occurs, we will display it.

/1

/1 Instead of using the Renote Shell Daenon on the server, we wll use
/1 the Renote Exec Daenpn, so we nust al so specify a password for the
/! connection. We will also override the current Wndows user with

/1l the user “mary”.

int result;
char *src = "remhost:/usr/system doc"
char *dest = "/doc"

char errnmsg[ 256];

W nsockRCPSet | nt Opti on(“UseRexec”, 1);

W nsockRCPSet St r Opti on(“User”, " mary”);

W nsockRCPSet St r Opti on( " Password”, "HadALi ttl eLanmb”);

result = WnsockRCP2(rtitle,src,dest,0,0,0,0,0,errnsg, sizeof (errnsg));

if (result < 0)
MessageBox( NULL, errnsg, "RCP Error!", MB_CK);
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FUNCTION: WinsockRCPCancel
C:
i nt W nsockRCPCancel (voi d)

Visual Basic:

Decl are Function W nsockRCPSet StrOption Lib "RCP32.DLL"() As Long

Usage

The WinsockRCPCancel function cancels the currently executing rcp function. The WinsockRCP* function will
return with an error status of —22 if it was canceled during the actual file transfer, indicating it was canceled.

Important Note: The WinsockRCPCancel function must be called from the same thread that initially called the
WinsockRCP* function to be canceled.

-21-



DENICOMP SYSTEMS Winsock RCP32.DLL

RETURN VALUES FOR ERRORS

When an error occurs during afile transfer with WinsockRCP, WinsockRCP2, WinsockArrRCP, or
WinsockArrRCP2, a negative valueis returned indicating the last error that occurred. Constants for these error
numbers are defined for you in the files RCPERRS.H (for C) and RCPERRS.BAS (for Visual Basic). Thefollowing
are the possible values:

Error Number M eaning

-1 | No host specified for either filename.

-2 | Unacceptable user name before @ sign in filename.

-3 | The error message was received from the remote host.

-4 | Lost the connection to the host prematurely (network error)

-5 | Cannot allocate memory.

-6 | Can't get user from Windows or WIN.INI.

-7 | Target isambiguous.

-8 | Invalidfiletypeto send (adirectory was specified without recursion).

-9 | No match for wildcard on remote host.

-10 | RCP Protocol Error.

-11 | Can't get information about a directory on the PC.

-12 | Error inthe wildcard pattern used.

-13 | Can't get information about afile to send.

-14 | Can't open afile to send.

-15 [ Error reading afile while sending.

-16 | Cannot get thefilenamesin adirectory.

-17 | Pathnameistoo long.

-18 | Cannot open afileto bereceived for writing.

-19 | Error adjusting file size after receiving. Possibly out of disk space.

-20 | Error writing filewhile receiving. Possibly out of disk space.

-22 | Thetransfer was canceled by the WinsockRCPCancel function.

SUPPORT

Support isavailable via E-Mail:

Internet: support@denicomp.com
WWW: http://www.denicomp.com




